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Privacy Statement 

Integral Alliance processes personal data and other data in accordance with applicable legislation. 

We believe your privacy is important and always carefully guard personal information you entrust 

to us. Your personal information will only be used by us or on our behalf and is never made 
available to third parties for commercial purposes. Below is exactly what you can expect from us. 

  
Application 

This privacy statement applies to the collection and processing of: 
 Personal information such as name, email and postal address, and telephone numbers 

from our Member organisations and their staff and volunteers; 
 Personal information such as name, email and postal address, and telephone number 

of our donors; 
 Data obtained following your visit to, and use of our websites, both public and 

Members-only, including cookies – please read our Cookie Notice for more 
information. 

  

Processing your data 

Integral keeps data on our Members and donors. 
 

If you are a Member, or one of their staff or volunteers, we use your data to: 

 Help connect you with other Members of the Alliance and their staff and volunteers using 
your personal data; 

 Keep you updated with news and prayers from Integral; 
 Keep you updated about Integral’s work, particularly in disasters. 

 Send you information about upcoming meetings and events, or to debrief you after them; 
 Keep records of the programmes, projects, sectors, partners, and countries of your work, 

and to share these with other Members; 
 

If you are a donor, we use your data to: 

 Keep you updated with news and prayers from Integral; 
 Ask you for financial support to help achieve Integral’s vision and mission. 

 
The collection of personal data is done via our websites when you log on as a Member, 

contributor or volunteer, or when you sign up for our newsletter or one of our calls.  
 

Integral makes use of third party suppliers to maintain and store our databases. A list of these 
suppliers is available on request. 

  

See, change, or delete your data 

You can request access to the information we have recorded about you or have it changed or 
deleted at any time by emailing enquiries@integralalliance.org or by post to our Registered Office 

address:  

Integral Alliance, c/o Myers Clark, Egale 1, 76-80 St Albans Road, Watford, WD17 1DL, UK. 
  

Security 

Integral has technical and organisational measures in place to protect your personal data against 

loss or any form of unlawful processing. We ensure that personal data is only accessible to 
employees and those who work on our behalf, and that we only use personal data for the 

purposes for which they are obtained, as listed above. Should a data breach occur, we have a 
robust plan in place to deal with the incident quickly via our Incident Response Plan. 

  
Contact details 

Questions, comments or complaints about how we collect or process your personal data may be 
directed to enquiries@integralalliance.org or by post to our Registered Office address:  

Integral Alliance, c/o Myers Clark, Egale 1, 76-80 St Albans Road, Watford, WD17 1DL, UK. 
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